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Turku University Hospital and Varha

The wellbeing services county of Southwest Finland - 
Varha 

 Responsible for organizing the regional social and health 
services and rescue operations (since January 1, 2023) 

 Covers 27 municipalities

The duties of the wellbeing services counties include:
    Primary healthcare
    Specialised healthcare
    Social welfare
    Services for children, young people and families
    Services for working-age people
    Mental health and substance abuse services
    Services for persons with disabilities
    Student welfare
    Rescue services
    Prehospital emergency medical services

https://stm.fi/en/wellbeing-services-counties

There are 21 wellbeing services counties in 
Finland:

1. Lapland 
2. North Ostrobothnia 
3. Kainuu 
4. Central Ostrobothnia 
5. Central Finland 
6. North Savo 
7. North Karelia 
8. South Savo 
9. South Ostrobothnia 
10. Pirkanmaa 
11. Kanta-Häme 
12. Ostrobothnia 
13. Satakunta 
14. Southwest Finland 
15. West Uusimaa 
16. Central Uusimaa 
17. East Uusimaa 
18. Päijät-Häme 
19. Kymenlaakso 
20. South Karelia 
21. Vantaa-Kerava 

The City of Helsinki (22.)  and Helsinki 
University Hospital together with the 
autonomous Region of Åland (23.) remain 
outside the wellbeing services counties 
(exercising similar competences on their 
own.)

https://stm.fi/en/wellbeing-services-counties


Turku University Hospital and Varha

Turku University Hospital

 Was founded in 1756 (and it is the second oldest 
hospital still in use in the Nordic countries after 
Rigshospitalet in Copenhagen. The Academy of 
Turku was founded earlier in 1640)

 Part of Varha since January 1, 2023
 Is used as a teaching hospital by the University 

of Turku Faculty of Medicine with approx 1500 
students in medicine and nursery practice every 
year. 

 Auria Clinical Informatics was started as a project 
for building a Hospital Data Lake in 2024 and was 
established as an official service unit in 2019



Auria Clinical Informatics
Services for Research and Education 

 ~ 15 people
 Annual budget ~ 1.6 M€
 Full coverage of data processing and analytical skills
 https://auria.fi/en

https://auria.fi/en


The Finnish way of using health data
1960’s 
Development of electronic information systems in Finnish health care began In the 
1950s  and the first health care computer programs were already in use in the 
1960s, although then mainly for financial management needs, not for electronic 
heath records (EHRs). Also the Finnish social security id - a unique personal identifier 
- dates back to 1960’s. It has the from DDMMYY-dddC, e.g. 310275-123X or 
010103A123Z, where the separator “A” is used for people born in this millennium 
and “+” for people born in the 19th century.

1970-80’s 
In the 1970s and 1980s Finland was one of the top countries in the use of 
information technology internationally, and in hospitals and especially in primary 
health care. Development of electronic information systems, simultaneously with 
manual patient record data specification work, has created a foundation for 
electronic patient records and electronic structured for recording. The first electronic 
patient record was introduced at the Varkaus Health Centre in 1982.

1990’s
To support the development work, the Finnish Hospital Association published a 
guideline on the structure of a continuous patient record system in 1991, and in the 
1990s, electronic patient record systems were comprehensively introduced to 
Finnish primary health care. At the same time, with the introduction of electronic 
patient record data, work on the development of the Finnish classification of 
activities related to electronic structured recording also began.

Image source: 
https://www.veripalvelu.fi/en/history/history-of-the-blood-
services-scientific-research-activity/



The Finnish way of using health data

Sources:
 Finnish Biobank Cooperative – FINBB. https://finbb.fi/en/
 Carita Olkkonen,  The Development of the System and Education of Staff in the Implementation of the Structured Electronic 

Documentation 29.8.2013 https://www.theseus.fi/bitstream/handle/10024/64246/Sahkoise.pdf 

For example, 

Snomed v2, the systematized 
nomenclature of medicine from early 
1980’s is still in use in Finnish 
Biobanks. 

These have been proposals and 
efforts in converting the historical 
data into mode modern (but not any 
more hierarchical) Snomed-CT 
format.

https://www.google.com/url?sa=t&source=web&rct=j&opi=89978449&url=https://site.fingenious.fi/en/operators/finbb/&ved=2ahUKEwiv19CVsZuOAxUcGxAIHXI3LcwQFnoECBEQAQ&usg=AOvVaw2Nu_aTtbPUMkQmitjP0U5m
https://finbb.fi/en/
https://www.theseus.fi/bitstream/handle/10024/64246/Sahkoise.pdf


The Finnish way of using health data

Source: Jasmine Lundgren, Bachelor's Thesis, Turku University of Applied Sciences, Business Information Technology, 2021. Usability Differences of Patient 
Information Systems’ Treatment Reports. https://www.theseus.fi/bitstream/handle/10024/507822/Lundgren_Jasmine.pdf

Semi-random screenshots from the operational EHR systems in use at Soutwest Finland

Pegasos system for primary 
healthcare, main view



The Finnish way of using health data

Pegasos system for 
primary healthcare, 
notes view



The Finnish way of using health data

CGI OMNI360 
patient notes 
view



The Finnish way of using health data

CGI OMNI360 
patient notes 
view



In 1989, The Act on Special Hospital Care (1062/89) defined three important tasks for Finnish university hospitals:

1) special level medical care,

2) teaching and

3) scientific research.

University hospitals teach doctors, nurses and other health care professionals (e.g. therapists, psychologists). In addition, 
university medical faculties conduct a lot of small-scale, but medically important, researcher-oriented applied and basic 
research that utilizes information from electronic health records.

Thus, in addition to patient care, the data from the ERHs is used also

 In connection with advanced studies that are mandatory for medical education, if the student chooses a registry study as 
the method.

 In a researcher-oriented register study, where, for example, part of the data may be asked based on consent and the 
extensive control material to be mirrored is obtained based on the secondary law.

 In the work of a doctor, where one's own actions and the effectiveness of treatment decisions are examined in the light of 
history in order to develop one's own competence.

 When developing the service system as part of the organization's data-driven management.

The Finnish way of using health data



The Finnish way of using health data
2010 

The use of electronic prescription via Finnish national Kanta Services became mandatory 
in 2017.  

Kanta is hosted by Kela, the Social Insurance Institution of Finland, which is supervised 
directly by the Finnish Parliament. Kela is thus an independent social security institution 
with its own administration and finances.



The Finnish way of using health data for the secondary purposes
2019 Findata - a national data access 
body - started its operations in 
Finland due to the Act on the 
Secondary Use of Health and Social 
Data.

See: https://stm.fi/en/secondary-use-
of-health-and-social-data

https://stm.fi/en/secondary-use-of-health-and-social-data
https://stm.fi/en/secondary-use-of-health-and-social-data


The Finnish way of using health data for the secondary purposes
Current Reality 

Due to the incremental and distributed history of the ICT systems in heath and social services, the amount of different databases and their instances is 
large. The Social Security Reform, active since the 1st of January 2023 (which was planned since 2005!) aims to consolidate and simplify the current 
jungle of databases.



The Finnish way of using health data for the secondary purposes
Current practiceiis to combine data with a layered architecture, which consists 
of

1) Source systems
2) Centralized raw data lake
3) Different data warehouses (currently, one for reporting and other for 

scientific data extractions)
4) Utilization layers (e.g. reporting or Secure Data Platform, SDP, for science)

Users

Analyses 
and 

reporting

Data lake

Multiple different 
source systems



Current Data Infrastructure at Varha
In-house servers with some Azure cloud services for reporting (with 
aggregated, anonymous data)

Traditional data warehouse technology (SQL Server) for data-driven 
management and reporting

Free and open sourced (FOSS) solutions for scientific research, development 
and innovation purposes. => Mixture of traditional and well-established 
technologies (PostgreSQL and R language for data and Python for 
orchestration) with varying state-of-art tools, e.g., AI Large Language Models 
(LLMs) via Ollama and Hugging Face frameworks.



Current Data Infrastructure at Varha
Yes – In-house setup is possible. 

At the moment, there seems to be rougly 25 TiB of categorical and text 
data in our analytical PostgreSQL data warehouse.

The problem of social and healcare data is not its sheer volume (e.g. it is 
not that Big Data), but its varying nature and usually free textual form.

$ df -h -x tmpfs -x devtmpfs
Filesystem                  Size  Used Avail Use% Mounted on
/dev/mapper/vg_sys-lv_root  207G   36G  171G  18% /
/dev/sda2                  1014M  319M  696M  32% /boot
/dev/sda1                   200M  6.9M  193M   4% /boot/efi
/dev/sdb1                    42T   25T   17T  60% /data



Auria Clinical Informatics Mission and Vision

Mission: 
We support data-driven scientific research in healthcare, which contributes to better and more efficient future 
treatments and health services.

We provide insight and services for national and EU-level in
1) Scientific research,
2) Development activities,
3) Innovation work and
4) Education.

Vision:
 Digitalization and automation - including AI - will change society thoroughly during the next 30 years 
 The data should be used for the best of the people. Thus, information security means that confidential health 

data is secured to be available for scientific research and medical decision support in legal and ethical way. 
 The only way for Europe to stay relevant is to invest in in people and knowledge
 Digital Sovereignty, cost effectiveness and and future-proof IT-infrastructure is best ensured, at least in R&D, by 

using Free and Open Sourced Software (FOSS).  

In 2025, we

 Embrace AI – in a sovereing way (open sourced 
models and local server hall)

 Develop Atolli Secure Processing Environment (SPE) 
towards AI and Federated Learning tasks

 Focus on external scientific funding for 2026 – 2028 
to enable these goals



Auria Clinical Informatics Services

Auria Services:

 Data advisory service
 Secure data processing environment (SPE), Auria’s Atolli, required by Finnish law
 Data extractions and processing in accordance with data permits granted by 

Findata and Varha (including cost estimates, advice on data permits)
 Project-funded biostatistical, data processing and scientific computing services
 Biostatistical analyses as contract research
 Data for regulatory clearances

Auria Clients:

 Varha researchers and project personnel, Auria Biobank
 Academic researchers from outside Varha
 Pharmaceutical companies and clinical research organizations (CROs) serving 

pharmaceutical companies
 Public authorities such as Finnish Ministry of Social Affairs and Health, Finnish Ins

titute for Health and Welfare and Findata
 Regulatory authorities such as Fimea and the European Medicines Agency EMA
 Consortiums and foundations, such as the EHDEN community formed around the 

international OMOP data model

https://www.auria.fi/tietopalvelu/en/atolli/index.html
https://stm.fi/en/frontpage
https://thl.fi/en/main-page
https://thl.fi/en/main-page
https://findata.fi/en/
https://fimea.fi/en/frontpage
https://www.ema.europa.eu/en/homepage


In-House Knowledge:

 Research services: Understanding the needs of academic and commercial research and strong service expertise, which is 
reflected in the positive images associated with the customer and the Auria brand during the rapid response times

 Data extractions: High-quality formation of research material in accordance with the service request and research plan, as well 
as a broad understanding of the content and technical structure of the material. Excellent technical ability to develop knowledge-
picking methods. Close and good contact with clinical experts at Varha and other registrars.

 Data management: Data technical chapter, aggregation, commensurability and code conversions (such as OMOP format) and 
quality assurance methods

 Data analytics: KPIs, methods of statistical reasoning and prediction (e.g., biostatistics of drug efficacy and safety evaluation) 
and nonparametric statistics, e.g., artificial intelligence applications (e.g., for the needs of research and development projects).

 Scientific computing: Audited secure processing environment Technologies required by atolls, such as applications of computer 
networks, servers, software and protocols, and cryptography. Technical security and high-performance computing applications, 
including GPU computing required by artificial intelligence.

 Data protection: In addition to technical and organizational security, statistical disclosure control methods such as knowledge of 
differential data protection and anonymization capabilities for different data. In-depth knowledge of Finnish data protection 
legislation and official position in its interpretation as part of data protection groups in secondary schools



Data Types

1.Numeric and categorical data and free text such as 

Demographic variables, gender, date of birth, time of death, municipality of residence and address, hospital district, mother tongue, profession, days 
spent in the hospital (department, specialty, reason for admission, arrival and departure date), from and where the patient was transferred, IDC10-coded 
diagnoses, surgery information (anesthetics and doses), pathological diagnoses (topology and morphology), radiotherapy data, imaging studies (CT 
images, magnetic resonance images, PET images,...), neurophysiological studies, prescriptions and drugs administered in the hospital (brand name, 
active substance and dose), laboratory studies, nurses' and doctors' records, hospital infections, spirometry tests,...



Data Types

2. Signal data such as

Intensive care unit biosignals (pulse, electrocardiogram, pain-indicating muscle tension signals,...), remote monitoring signals (pressure curve 
produced by the CPAP device and periods of apnea)



Data Types

3. 2D- and 3D-images

Digital pathology, ultrasound imaging, CT images, 
magnetic resonance imaging, PET images,...



The Most Frequently Used Data Types in Research



Uses of Patient Data:
Typical Pharmaceutical Company-Oriented Studies

Need for real-life data Research outcome Beneficiaries

Understand the burden of disease and current treatment 
practices

Unmet medical need, the size of target 
population

Public authorities*, 
taxpayers, clinicians

Understard current healthcare costs A health economic model of treatment 
effectiveness

Health technology 
assessment (HTA), payers

Assemble a control cohort for a clinical drug trial Efficacy and safety information for the 
marketing authorization application

Marketing authorization 
authority

Show product efficacy and safety vs. clinical trials and 
alternative treatments

Real-world efficacy and safety 
information

Marketing authorization 
authority, clinicians

Show the actual cost effectiveness of the product Evidence for the price and 
reimbursement application (or 
renewal).

Public authority

Shows the preliminary applicability of the product to 
other than the original target population/indication

Real-world efficacy and safety 
information outside the original target 
group

Public authority, payers
Marketing authorization 
authority, Clinicians



Secure Processing Environment (SPE) Auria Atolli

Features
 Linux operating system
 Browser-based remote desktop (independent of client machine, no plugins or client 

software needed)
 Easily customizable to most needs, often installed additional programs SPSS and 

SAS
 Atoll website (standard software, machine packages, price lists): https://www.auria.fi

/tietopalvelu/en/atolli/index.html

User Statistics:
 Environments ordered in total 51
 Total number of users about 200

Terms and Conditions:
 A data permit under secondary law must be valid
 The service is paid

Contact persons:
 Research material advice: tutkimuksentietopalvelut@varha.fi
 Product owner: Service Manager Annika Pirnes, annika.pirnes@varha.fi
 Responsible officer: Arho Virkki, Director of Analytics, arho.virkki@varha.fi

https://www.auria.fi/tietopalvelu/en/atolli/index.html
https://www.auria.fi/tietopalvelu/en/atolli/index.html


Atolli’s Audit
Some pictures taken on 2022-09-28 at the Turku University Hospital during Atolli service audit by KPMG 
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Atolli supports both traditional and modern statistics



EU Project number: 101095384
Project name: Privacy Compliant Health Data 

As A Service For AI Development
Call: HORIZON-HLTH-2022-IND-13

The test platform for synthetic health data supports new kinds of research, 
development, and innovation activities. The project is carried out by the 
University of Turku, Turku University of Applied Sciences, Southwest Finland 
Welfare Area and Business Turku.

The project is co-funded by the European Union. The project is funded by the Regional 
Council of Southwest Finland under the European Regional Development Fund (ERDF) 
Programme for Regional and Structural Policy 20212027. The authority supervising the 
funding is the Uusimaa Regional Council

SYNDATESYNDATE

EU Project number: 101083544
Project name: HealthHub Finland - the future of Healthcare 
shaped by a Hub of partners facilitating data-driven digital
solutions in Finland and Europe
Project acronym: HHFIN
Call: DIGITAL-2021-EDIH-01
Topic: DIGITAL-2021-EDIH-INITIAL-01

Some Ongoing Projects



Examples of Research



Examples of Research



The Fundamentals of Data Protection

Four levels of data protection: 

1) Laws and contracts (legal uses, licenses, terms and conditions)

2) Organizatorial data management rules (data access control and logging, standard operational procedures)

3) Cybersecurity (data encryption, user identification and authentication, digital key and certificate management)

4) Statistical Disclosure Control (different data anonymization methods)

There are many books written about 
Statistical Disclosure Control, but I 
personally suggest reading the 
introductory section of Damien 
Desfontaines PhD Thesis “Lowering the 
cost of anonymization” (2020) available 
at: https://desfontain.es/thesis/

https://desfontain.es/thesis/


Protecting Sensitive Unit-Level Data

1. Original data: Individual, up-to-date personal information directly from the source systems

2. De-identified data: Data protected with pseudonym. Direct identifiers, such as personal identification 
numbers are changed to codes (e.g. P001, P002, P003...)

3. Non-anonymous synthetic data: Bootstrap re-sampling, non-anonymous GAN models,...

4. Anonymous synthetic data: Data which is (i) derived from real data, is (ii) anonymized and (iii) has 
similar statistical properties with the original real data.

5. Anonymous data: De-identified (and possibly otherwise processed data) from which it is practically 
impossible to re-identify the person behind a given record. The identification key has also been disposed 
of. If the id-mapping table is stored, we call the data - according to GDPR - pseudonymous.

6. Simulated data: Data generated from a mathematical model (such as a mechanistic differential equation) 
with statistical properties similar to the real one. (e.g. Covid 19 pandemic forecasts)

7. Fabricated data: E.g. correctly formatted email addresses and personal IDs for software testing. No 
statistical predictive power.
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See also the Finnish Ministry of Social Affairs and Health pages for the Anonymisation and anonymity of image and signal data written by 
the related expert group on data protection (https://stm.fi/en/secondary-use-of-health-and-social-data).

https://stm.fi/documents/1271139/198978037/Anonymisation+and+anonymity+of+image+and+signal+data+in+processing+under+the+Act+on+the+Secondary+Use+of+Health+and+Social+Data.pdf/58c3fef1-22af-b0bb-b9c6-3026d4642776/Anonymisation+and+anonymity+of+image+and+signal+data+in+processing+under+the+Act+on+the+Secondary+Use+of+Health+and+Social+Data.pdf?t=1723450076548
https://stm.fi/en/secondary-use-of-health-and-social-data


Contemporary Methods for Data Protection

1. Employ meta-analyses (i.e. combine data on aggregated, 
statistical level). Not always an option – especially if we need to 
match individual row data to compute the statistics.

2. Copy data to one trusted register keeper or public authority, 
such as Findata, and apply strict security policy on data access. 

3. Anonymize data before release. Unfortunately, this usually 
implies the removal and heavy aggregation of attributes or 
adding lots of noise.

Future Trends?
 Federated Computing. Distributed data, unified computing.
 Synthetic Data. Finds ways to generate realistic, but 

completely artificial data through non-parametric statistical 
modelling

Simulated data with artificial noise for 
algorithm testing.

https://findata.fi/en/


Motivation for Anonymous Synthetic Data

Real data might be unavailable, because

 the use case is incompatible with the security requirements, or
 the data does not exist yet.

In the absence of real data, one can fabricate data, for example by running a 
dynamical simulation model.

Fabricated data makes sense in ICT development, where e.g. user interfaces need 
to be tested with realistic-looking prototype data.

Nonetheless, e.g. for hackathons, we need more realistic data.



Data Anonymization Methods

According to Damien Defontaines [1], data protection methods can be divided into syntactic and
semantic methods.

1) Syntactic methods: Use minimum frequencies (k-anonymity) and other metrics like l-diversity 
and masking to protect the individual records

2) Semantic methods: Use Differential Privacy or other methods that concentrate on the 
anonymity of the data generation process (e.g. database query), not on a particular output.

 
Syntactic methods are rather easy to understand and apply (similar to Bohr's atomic model in chemistry), but they 
suffer from certain paradoxes if scrutinized further. For example, we might get records that match real living (or yet 
unborn) people just by running a simulator or using a simple random number generator. This dilemma is solved by 
requiring that instead of concentrating the output, the process of data generation should guarantee anonymity.

Unfortunately, Differential Privacy (the quantum mechanics of anonymization?) is not an explicit algorithm, but a 
criterion. One still needs to invent algorithm that satisfy DP, such as frequency counts.

 
[1] See Damien Desfontaines, Lowering the cost of anonymization, 2020, ETH Zurich. PhD Thesis (https://desfontain.es/thesis/)

https://desfontain.es/thesis/


Examples of Synthetic Data





How to Produce Anonymous Synthetic Data

Differential Privacy (DP) is the only “bulletproof” anonymization method with a rigorous mathematical proof, but it 
is hard to apply (beyond frequency counts).

1) For tabular data sets (e.g. with fixed measurement time), DP frequency count can be used
2) For longitudinal data set (e.g. time series), DP is not readily applicable, but other syntactic methods exist

2) E.g. Brandon Theodorou, Cao Xiao & 
Jimeng Sun. Synthesize high-dimensional 
longitudinal electronic health records via 
hierarchical autoregressive language 
model. Nature Communications volume 14, 
Article number: 5305 (2023) https://www.na
ture.com/articles/s41467-023-41093-0

1) Image from Syndate project workshop for companies on Wed 2024-09-04 at Educity Turku. Parisa Movahedi (right) is presenting AIM (An 
Adaptive and Iterative Mechanism for Differentially Private Synthetic Data), which is a synthetic data generation method based on DP, marginal 
distributions and noisy frequency counts.

https://www.nature.com/articles/s41467-023-41093-0
https://www.nature.com/articles/s41467-023-41093-0
https://sites.utu.fi/syndate/en/
https://arxiv.org/pdf/2201.12677
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Data Modelling: OMOP Common Data Model 

OMOP: Observational Medical Outcomes Partnership. 
Was a public-private partnership that was set up to 
produce information on the use of health care 
databases to study the effects of medicines.
 
OMOP CDM: Observational Medical Outcomes 
Partnership Common Data Model. 
An open community data standard designed to 
standardize the structure and content of observational 
data and to enable effective analyses that can produce 
reliable evidence.

FinOMOP: In 2021, a collaboration of researchers in Finland launched an initiative to create the FinOMOP vocabulary 
and data model. All university hospitals, the FinnGen study (FIMM, University of Helsinki) and THL participated in it. 
The work has been funded as EHDEN (European Health Data Evidence Network) projects, and there have also been 
Finnish small and medium-sized enterprises that have received the EHDEN funding and certificate.



OMOP CDM 
in Brief



Common Data Model Schema Overview

• The schema is patient-centric (all outcomes 
are linked to a person)

• Fits well to hospital data, since the model 
includes all essential conceps

Visit_occurrence Käynti tai osastohoito

Condition_occurrence Diagnoosi (kliininen tai 
patologinen)

Drug_exposure Lääkitys (määrätty tai annettu)

Procedure_occurrence Toimenpide

Device_exposure Laite tai apuväline

Measurement Laboratoriomittaus

Observation Muunlainen havainto

Detailed description: https://ohdsi.github.io/CommonDataModel/cdm53.html

https://ohdsi.github.io/CommonDataModel/cdm53.html


• OHDSI provides several (partially overlapping) tools for quality control, such as
• Data Quality Dashboard, Achilles, CDM Inspection
• These tools can detect

• Mapping coverage

• Reference inconsistencies (e.g. diagnoses that do not appear in visit_occurrence table)

• Infeasible values (e.g. occurrencies before birth, male diseases in women, impossible laboratory values)

Data Quality Control

• The quality of the transformed data 
cannot exceed the quality of the 
original, but the opposite is likely

• Accuracy is occasionally lost

• Errors can happen

• All details cannot be saved in CDM



CDM in 
Detail



CDM in 
Detail



CDM in 
Detail



CDM in 
Detail



CDM in 
Detail



Examples of Data Use
First, some official reports from Varha Intranet

There are two languages to choose, Finnish and Swedish.

There are two separate data teams:
 Management’s Data Services (the official figures)
 Experimental & Scientific Data Services (Auria Clinical 

Informatics)



Examples of Data Use



Examples of Data Use



Examples of Data Use



Examples of Data Use
Then, some experimental reports from Auria Clinical Informatics

Unit’s Data Export report with R/Shiny + ShinyProxy 



Examples of Data Use

Amyotrophic lateral sclerosis (ALS) dashboard with Apache Superset
https://superset.apache.org/

https://www.google.com/url?sa=t&source=web&rct=j&opi=89978449&url=https://www.mayoclinic.org/diseases-conditions/amyotrophic-lateral-sclerosis/symptoms-causes/syc-20354022&ved=2ahUKEwjfgLCs05uOAxUjJRAIHbD_JCgQFnoECCAQAQ&usg=AOvVaw3Xd_ql8dshU7oZR7ukDDHu
https://superset.apache.org/


Examples of Data Use

Urology Quality Register 

with R + Shiny (GPL) +
ShinyProxy (Apache 2) +
AD-authentication (Microsoft)



Examples of Data Use

Patient timeline (in use since 
2019) for quality control in 
urology

Implementation: ”Full Stack” 
(PostgreSQL, Flask/Python,
D3.js, Bootstrap, …)

Lessons learned: For better 
maintainability, use reporting 
tools, do not program from 
scratch.



Examples of Data Use

One of the earliest visualizations (2014!)
Some laboratory data seems to be missing…. There must be an error in the data transformation process.



Implementing Data Visualizations

Example: Visualization of the difference between blood values (R graphics)

Implementation can be 
divided into three levels

1) Self-service BI (PowerBI, 
Superset, Knowage, Qlik, 
Tableau,...)

2) Scripting with ready-made 
packages (R, Python,...)

3) Graphics programming 
(D3.js, R graphics 
primitives; analytical 
geometry)



More Examples of Data Visualization
Graphs can visualize dependencies 
between entities

Example: Snomed-CT code visualization with Neo4j-graph tool



Fundamentals of Statistical Visualizations

For recap – these are the tools of a visualist

length

area angle

volume

curvature position

shape

color



Predictive Analytics with Machine Learning / AI

Classification of pathological 
images in Auria Biobank

Example: Clustering of the different phenotypes of asthma in Auria Biobank



Example

Publication available at: 
https://doi.org/10.1186/s12880-
022-00763-z



Varsinais-Suomen hyvinvointialue • Egentliga Finlands välfärdsområde

Automated detection of pulmonary embolism
Motivation: If the patient can be diagnosed and treated < 10 minutes after arrival in 
the ICU, the probability of surviving increases significantly.



Dataset (58 057 slices)



Model Technical Structure

N = 600 image stacks



Results



Results
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Increased sensitivity 
drops the positive 
predictive value

Good models yield 
high sensitivity and 
positive predictive 
value at the same 
time



Results

Full article available at 
https://doi.org/10.1186/s12880-022-00763-z



Hot Topics in 2025, Second Half
Application of open source’d in-house LLM’s for

 Automated detection and reporting of adverse events
 Automated computation of quality metrics, e.g. clavien-dindo classification of surgical 

complications
 Confidential discussions with LLM’s with augmented organizatorial or patient data
 …

State of art LLM’s could not be run in house in December 2024.
But now, in July 2025, Local FOSS LLM’s compete with cloud computing.



Discussion 



Auria Clinical 
Informatics 
https://auria.fi/en
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